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## Over 概要

本文档描述的安全规范指引，适应于在本组织从事的技术性工作（包括：文档、wiki page、源代码、图片、组织公用账号等目前以及未来出现的任何技术性相关的元素）。

## Goals 执行目标

加入本组织从事技术性工作的人员，无论为何角色，必须基于本安全准则开展技术性工作，假设违反本安全准则，视为违反本组织安全原则。

## 技术文档安全
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行为准则：

* 技术文档：任何技术文档左上角定义为本文档在本组织的安全级别 ，格式：（Secuity Level + 数字）请根据安全级别定义标示文档级别，如果未表明安全级别的任何文档，表明此文档未被组织认可以及审核过的文档，不允许push到服务器以及进行内部或者外部的发布行为，如有违反，视为违反本组织安全原则.

|  |  |  |
| --- | --- | --- |
| 安全级别 | 描述 | 适用权限 |
| Security Level : 0 | 最高机密文档，仅允许指定权限的角色访问以及修改。必须使用本组织加密软软件进行编码后才可push到服务器，明文文件视为无效文件。 | 0 |
| Security Level : 1 | 一般机密文档，仅允许指定权限的角色访问以及修改。必须使用本组织加密软软件进行编码后才可push到服务器，明文文件视为无效文件。 | 0+1 |
| Security Level : 2 | 普通机密文档，允许内部公开发布，无须加密后push。 | 0+1+2 |
| Security Level : 3 | 公开文档，允许对外部直接访问，无须加密后push。 | 0+1+2+3 |

## Wiki Page安全

行为准则：

* Wiki Page：Wiki Page 为信息公开页面，Wiki Page 不会在页面上进行安全级别的标示，在组织相关所有Wiki系统上，不可发布任何相关信息细节，wiki page只适用于log更新、用于公开的进程信息、issue修复信息、版本发布信息等公开信息细节，任何未经许可的内部信息不可发布于wiki page，如有违反，视为违反本组织安全规范。

## 源代码安全

行为准则：

* 代码：如果未加说明，此行为准则适用所有本组织框架内所有技术代码，包含并且不仅包括（相关C# \ JAVA \ PYTHON \ SWIFT \ OBJECTIVE-C \ JS \ SQL \ XML \ JSON等计算机相关编程语言、数据文件）
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1. C# 安全声明规范：

**//T&A EDU Tech ( Copyright )**

**//Security Level : C0**

**//Filename : XXXX**

**//Author : XXXX**

**//LastModified : 2016-11-01**

1. JAVA安全声明规范：

**//T&A EDU Tech ( Copyright )**

**//Security Level : C0**

**//Filename : XXXX**

**//Author : XXXX**

**//LastModified : 2016-11-01**

1. python安全声明规范：

#**T&A EDU Tech ( Copyright )**

**#Security Level : C0**

**#Filename : XXXX**

**#Author : XXXX**

**#LastModified : 2016-11-01**

1. swift安全声明规范：

**//T&A EDU Tech ( Copyright )**

**//Security Level : C0**

**//Filename : XXXX**

**//Author : XXXX**

**//LastModified : 2016-11-01**

1. objective-c安全声明规范：

**//T&A EDU Tech ( Copyright )**

**//Security Level : C0**

**//Filename : XXXX**

**//Author : XXXX**

**//LastModified : 2016-11-01**

1. js安全声明规范：

**//T&A EDU Tech ( Copyright )**

**//Security Level : C0**

**//Filename : XXXX**

**//Author : XXXX**

**//LastModified : 2016-11-01**

1. sql安全声明规范：

—**T&A EDU Tech ( Copyright )**

**—Security Level : C0**

**—Filename : XXXX**

**—Author : XXXX**

**—LastModified : 2016-11-01**

1. xml安全声明规范：

<!— **T&A EDU Tech ( Copyright )**

**Security Level : C0**

**Filename : XXXX**

**Author : XXXX**

**LastModified : 2016-11-01—>**

|  |  |  |
| --- | --- | --- |
| 安全级别 | 描述 | 适用权限 |
| C0 | 最高机密代码，仅允许指定权限的角色访问以及修改。必须使用本组织加密软软件进行编码后才可push到服务器，明文文件视为无效文件，不可开源。 | 0 |
| C1 | 一般机密文档，仅允许指定权限的角色访问以及修改。必须使用本组织加密软软件进行编码后才可push到服务器，明文文件视为无效文件。 | 0+1 |
| C2 | 普通机密代码文件，允许内部公开发布，无须加密后push，经过授权后可以开源。 | 0+1+2 |
| C3 | 公开代码，允许对外部直接访问，无须加密后push，允许开源。 | 0+1+2+3 |